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1300 N. 17" Street 1300 I Street, NW
Suite 1100 Suite 400-West
Arlington, VA 22209 Washington, DC 20005
Counsel to Complainant Counsel to Defendant

Re: NTCH, Inc. v. Cellco Partnership d/b/a/Verizon Wireless, EB Docket No. 14-212, File No.
EB-13-MD-006

Dear Counsel:

This Letter Order sets forth rulings in the above-referenced complaint proceeding concerning
three discovery-related matters. First, we adopt the attached Protective Order filed on behalf of the
parties by Defendant, Verizon Wireless (“Verizon”)." Second, we deny a challenge filed by Complainant,
NTCH, Inc. (“NTCH”), to Verizon’s designation of certain information in its discovery responses as
“highly confidential” Finally, we grant NTCH’s request for additional time to file supplemental
discovery requests.” Each of these rulings is discussed in turn below.

L The Proposed Protective Order

On April 24, 2015, Verizon filed a proposed Protective Order that establishes procedures by
which each party can review documents that the producing party considers to be privileged or
confidential.* The Protective Order establishes two levels of protection for competitively sensitive
information: one that applies to information that qualifies as “confidential” and another that provides
additional protection to information that qualifies as “highly confidential,” as those terms are defined in

! See Letter from Tamara Preiss, Counsel for Verizon, to Rosemary McEnery, FCC (filed April 24, 2015) (attaching
proposed Protective Order).

? See NTCH Challenge to Discovery Designation (filed April 30, 2015) (“NTCH Challenge™); Opposition of
Verizon Wireless (filed May 7, 2015) (“Verizon Opposition™).

3 See NTCH Request for Additional Time to File Supplemental Discovery (filed April 30, 2015) (“NTCH Extension
Request”).

* See Protective Order passim.



the Protective Order.” The Protective Order states that it is “adopted by consent” of NTCH and Verizon,
and requests that it be entered by the Enforcement Bureau in the above-referenced proceeding.®

Having reviewed the Protective Order, we are satisfied that granting the parties’ request will
serve the public interest. Specifically, the Protective Order, a copy of which is attached, will ensure that,
in addition to Commission staff, only the parties’ counsel and authorized representatives will have access
to confidential or highly confidential information disclosed during the course of this proceeding.
Accordingly, we hereby adopt the proposed Protective Order with two corrections.’

II. NTCH’s Challenge to Discovery Designation

On April 30, 2015, NTCH filed a challenge to Verizon’s designation of certain information in its
Response to Interrogatories as “highly confidential.”® NTCH’s Challenge is filed “pursuant to the
proposed Protective Order” and asserts that “all information” designated as “highly confidential” in
Verizon’s Response to Interrogatories should instead be designated as “confidential.” NTCH?’s primary
objection is that information designated as highly confidential will be reviewable only by NTCH’s
Counsel, and “may not be shared with employees of NTCH who are involved in business negotiations
with Verizon over roaming rates.”'® If access to such information is confined to Counsel, NTCH
contends that its ability to fully prosecute its complaint and to compare rates offered by Verizon in this
case with rates Verizon has offered to others will be undermined insofar as its operational personnel have
“the most expertise about the wireless market realities and the relevance of the information to roaming

5 See id. at 2, para. 1(c) (defining “Confidential Information”), (d) (defining “Highly Confidential Information™).

¢ See Protective Order at 1. Although Verizon states in its transmittal letter that the parties reached agreement on
“most of the Protective Order’s terms,” the record reflects disagreement only with respect to the application of
particular definitions contained therein to information contained in Verizon’s interrogatory responses. See, e.g.,
NTCH Challenge at 1 (challenging Verizon’s designation of certain information as “Highly Confidential” under the
terms of the proposed Protective Order). We resolve that dispute in this Letter Order.

7 In particular, we amend Paragraph 8 and Appendix B of the Protective Order to more clearly identify the
individuals who are entitled to access “Highly Confidential Information,” consistent with the definition of that term
in Paragraph 1(d) and with the separate protections established by the Protective Order for “Confidential
Information” and “Highly Confidential Information.”

¥ See NTCH Challenge at 1. See also Verizon’s Response to NTCH’s Interrogatories (filed April 27, 2015)
(“Response to Interrogatories™).

® See id. at 4.

19 See id. at2. In the letter transmitting its recent Response to NTCH’s Interrogatories, Verizon stated that it is filing
“both highly confidential and public versions of the requested information with the Commission.” See Letter from
Tamara Preiss, Counsel for Verizon, to Marlene H. Dortch, FCC (filed April 27, 2015) (attaching Response to
Interrogatories), at 1. The letter states that Verizon is providing counsel to NTCH with the public version and that,
once the proposed Protective Order is adopted, “Verizon will provide NTCH with access to the highly confidential
information, as appropriate.” See id.



negotiations.”"' NTCH also asserts that the rate information here does not qualify as the type of
information that is typically afforded this enhanced level of protection.'

In its Opposition, Verizon states that the information it has designated as highly confidential
includes: 1) information about the rates and rate structure for Verizon’s LTE in Rural America (“LRA”)
program; 2) information about the rates, terms and conditions in an agreement with a Verizon reseller;

~and 3) information about roaming rates, traffic volume, and pricing terms and conditions with dozens of
other carriers.”” The term “highly confidential” is defined in the Protective Order as confidential
information “which the Submitting Party believes in good faith would materially impair its business if
disclosed to personnel employed by the Reviewing Party.”"* For the reasons stated below, we find that
Verizon has justified its designation of the information at issue as highly confidential under the Protective
Order.

Verizon argues that disclosure of its roaming and resale rate information to NTCH business
personncl would give NTCH a significant competitive advantage over other carriers and impair Verizon’s
business."”” In support of this argument, Verizon notes that it competes for roaming and wholesale
business in all of the markets where NTCH currently operates and is likely to operate in the future.'®
Verizon further asserts, and we agree, that if NTCH business employees were to gain access to this
information, it would be nearly impossible for those individuals not to take the information into account
in the course of the company’s business dealings."” We therefore credit Verizon’s position that, under
these circumstances NTCH business employees cannot simply “forget” Verizon’s roaming and resale
rate information.'® For this reason, and because such information could be used to establish pricing and
rate structures designed to win roaming and/or resale business away from Verizon, we find that it satisfies
the Protective Order’s definition of highly confidential information. In addition, although Verizon does
not identify the third-party carriers whose rate and traffic volume information is included in its
interrogatory responses, given the detailed nature of the information, we conclude that the highly
confidential designation is necessary to ensure that the rights of such third parties are afforded adequate
protection.

We find unpersuasive NTCH’s contention that Verizon’s use of the highly confidential
designation will undermine NTCH’s ability to fully prosecute its complaint and to compare rates offered

' See id. at 2, 4. The Protective Order provides that, in addition to Commission staff and Commission consultants,
highly confidential information shall be made available to “Outside Counsel of Record to the Reviewing Party” and
to “Outside Consultants for the Reviewing Party.” See Protective Order at 5, para. 8.

12 See NTCH Challenge at 3.

1? See Opposition of Verizon Wireless (“Opposition™) at 1.

1 See Protective Order at 2, para. 1(d).

1% See Opposition at 1.

16 See id. at 2.

17 See id. at4.

18 See id. (arguing that, notwithstanding the Protective Order’s requirement that information disclosed be used solely

to prosecute the complaint, “NTCH business personnel cannot simply ‘forget’ Verizon’s roaming rate and other
information when making business decisions.”).



by Verizon in this case with rates it has offered to others. To the extent that NTCH requires expertise
beyond that of its counsel to evaluate information and prepare advocacy materials on its behalf, the
Protective Order permits a reviewing party to retain an “Outside Consultant” for that purpose.”” NTCH
does not explain why the use of a qualified outside consultant to obtain access to the designated
information would be inadequate for purposes of providing it with the expertise it needs to participate in
this case in a meaningful way.”

Finally, NTCH’s contention that the designated information is not of the type typically afforded
highly confidential treatment is without merit. Although NTCH asserts that highly confidential
information “usually” includes, among other things, “material such as strategic planning memos, plans for
service rollouts, internal information regarding products or services, [and] customer information and
lists,””" the information for which Verizon is claiming highly confidential treatment is similar to
information that the Commission previously has afforded enhanced protection.”> Moreover, to the extent
that NTCH suggests that highly confidential designations do include “information that would help a
competitor to anticipate the disclosing party’s next moves and use that knowledge for competitive
advantage[,]” we find that the rate and traffic volume information designated here by Verizon could do
just that, by arming NTCH with information that could potentially assist it in pricing its resale and/or
roaming rates to undercut Verizon’s in markets where NTCH and Verizon compete for wholesale and/or
roaming business.”® Based on the foregoing, we conclude that Verizon has appropriately designated

' The Protective Order provides that, in addition to Commission staff and Commission consultants, highly
confidential information shall be made available to “Outside Counsel of Record to the Reviewing Party” and to
“Outside Consultants for the Reviewing Party.” See Protective Order at 5, para. 8. See also id. at 3, para. 1(h)
(definition of “Outside Consultant™).

20 NTCH also suggests that highly confidential information should be shared with its business personnel because it
does not have enough staff, due to its small size, to fully segregate the activities of counsel and business personnel.
See Challenge at 3. Given that the Protective Order makes no provision based on the size of a reviewing party, we
are not inclined to grant such an exception.

2! See NTCH Challenge at 3.

2 See, e. g., Applications of AT&T Inc. and Cellco Partnership D/B/A Verizon Wireless for Consent to Assign or
Transfer Control of Licenses and Authorizations and Modify a Spectrum Leasing Arrangement, WT Docket No. 09-
104, Second Protective Order, 24 FCC Red 14569, 14572-73 (WTB 2009) (permitting highly confidential
designations of “granular information” contained in CDMA roaming plans relating to pricing and subscriber
numbers); Special Access for Price Cap Local Exchange Carriers, WC Docket No. 05-25, Order and Data
Collection Protective Order, 29 FCC Red 11657, 11677-78, paras. 26-27 (WCB 2014) (ruling that detailed
information reflecting the terms and conditions of contracts by which a company obtains special access services is
presumptively entitled to highly confidential treatment).

2 See NTCH Challenge at 3. Similarly unavailing is NTCH’s argument that treating “routine rate information” as
highly confidential would contradict the “statutory premise” reflected in the tariffing provisions of 47 U.S.C. § 211
that rate information is “presumptively not confidential.” Id. at 3-4 (emphasis in original). Given the Commission’s
decision to forbear from enforcing the rate publication requirements of that section (as NTCH has acknowledged),
we do not understand how it supports NTCH’s view that Verizon’s rate and traffic volume information should not
be treated as highly confidential. Cf Examination of Roaming Obligations of Commercial Mobile Radio Service
Providers, WT Docket No. 05-265, Report and Order and Further Notice of Proposed Rulemaking, 22 FCC Red
15817, 15839-40, para. 62 (2007) (declining to require CMRS providers to post their roaming rates based, in part, on
the concern that disclosing such rates to competitors might encourage competitors to maintain artificially high rates);
Reexamination of Roaming Obligations of Commercial Mobile Radio Service Providers and Other Providers of
Mobile Data Services, WT Docket No. 05-265, Second Report and Order, 26 FCC Red. 5411, 5445, para. 68 (2011)



information in its Response to Interrogatories as highly confidential, as that term is used in the Protective
Order. Accordingly, we deny NTCH’s challenge.

L. Extension of Time for Filing Supplemental Discovery Request

On April 30, 2015, NTCH filed its Extension Request seeking “additional time in which to
prepare and file supplemental discovery requests” in this proceeding.** NTCH explains that Verizon is
withholding the unredacted version of its discovery responses pending our ruling on the parties’ proposed
Protective Order. Until such time as NTCH receives the unredacted version of those responses, NTCH
states that it is unable to determine whether any supplemental discovery requests will be required.”
Therefore, NTCH requests that “the deadline for the submission of supplemental discovery requests be
extended to a date ten (10) business days after the issuance of a final Protective Order in this matter.”2®
Verizon has not contested NTCH’s Extension Request.

Based on the foregoing, we find good cause to extend the deadline for filing supplemental
discovery requests as proposed by NTCH. Accordingly, we grant NTCH’s Extension Request and extend
the date for filing supplemental discovery requests until ten business days after the issuance of this Letter
Order.

We issue this Letter Order under sections 4(i), 4(j), and 208 of the Act, 47 U.S.C. §§ 154(i),
154(j), 208, sections 1.3 and 1.720-1.736 of the Commission’s rules, 47 C.F.R. §§ 1.3, 1.720-1.736, and
the authority delegated in sections 0.111 and 0.311 of the Commission’s rules, 47 C.F.R. §§ 0.111, 0.311.

Sincerely, — W

Rosemary McEnery
Deputy Chief, Market Disputes Vision
Enforcement Bureau

Enclosure

cc: Christopher Killion, Chief, Market Disputes Resolution Division
Lisa Boehley

(declining to require providers of mobile data services to publicly disclose the rates, terms, and conditions of their
roaming agreements).

* NTCH Extension Request at 1.
B d.

% 1d at2.



Before the
FEDERAL COMMUNICATIONS COMMISSION
Washington, D.C. 20554

In the Matter of )
)
NTCH, Inc. )
)
) EB Docket No. 14-212

Complainant, ) File No. EB-13-MD-006
)
v. )
)
Cellco Partnership d/b/a Verizon Wireless )
)
Defendant. )

PROTECTIVE ORDER

The Enforcement Bureau of the Federal Communications Commission hereby enters the
following Protective Order, adopted by consent of NTCH, Inc. (“NTCH”) and Cellco Partnership
d/b/a Verizon Wireless LLC (“Verizon”), to facilitate and expedite the production and review of
documents containing trade secrets and commercial or financial information which are privileged
or confidential, and to govern the use and disclosure of such information in this proceeding. The
Protective Order sets forth the manner in which “Confidential Information” and “Highly .
Confidential Information,” as those terms are defined herein, are to be treated. The Protective
Order is not intended to determine whether any “Confidential Information” or “Highly
Confidential Information” would be released publicly by the Commission upon a proper request
under the Freedom of Information Act or other applicable law or regulation, including 47 C.F.R.
§ 0.442. To the extent that any terms of this Protective Order conflict with the requirements of
the ECES Order' or the rule amendments promulgated thereunder, the terms of this Protective
Order shall control.

1. Definitions.

a. Authorized Representative. “Authorized Representative” shall have the
meaning set forth in Paragraph 7 below.

b. Commission. “Commission” means the Federal Communications Commission
or any arm of the Commission acting pursuant to delegated authority.

! Amendment of Certain of the Commission’s Part I Rules of Practice and Procedure Relating fo the Filing of
Formal Complaints Under Section 208 of the Communications Act and Pole Attachment Complainis Under Section
224 of the Communications Act, FCC 14-179 (rel. Nov. 12, 2014) (“ECFS Order”). '



c. Confidential Information. “Confidential Information” means (i) information
submitted to the Commission or to another party in this proceeding by the
Submitting Party that has been so designated by the Submitting Party and which
the Submitting Party has determined in good faith constitutes trade secrets or
commercial or financial information which are privileged or confidential within
the meaning of Exemption 4 of the Freedom of Information Act, 5 U.S.C.

§ 552(b)(4); or (ii) information submitted to the Commission or to another party
in this proceeding by the Submitting Party that has been so designated by the
Submitting Party and which the Submitting Party has determined in good faith
falls within the terms of Commission rules and orders regarding the designation
and treatment of Confidential Information (e.g., 47 C.F.R. § 0.459). For purposes
of this proceeding (including any subsequent administrative or judicial review),
Confidential Information will include the documents and text marked
“Confidential” in (1) NTCH’s November 22, 2103 filing (including the
Complaint, Proposed Findings of Fact and Conclusions of Law, and Exhibit A),
(2) NTCH’s July 2, 2014 filing (including the Amended Complaint, Proposed
Findings of Fact and Conclusions of Law, Exhibits A-R of the Information
Designation, and the Declaration of Eric Steinman), (3) Verizon Wireless’s
August 4, 2014 filing (including the Answer, Statement of Facts, Legal Analysis,
Exhibits 1-10, and the Declaration of Joseph A. Trent), (4) NTCH’s August 22,
2014 Consolidated Answer to Affirmative Defenses and Reply to Answer, and (5)
the September 30, 2014 filing by NTCH and Verizon (including the Joint
Statement of Stipulated Facts, Disputed Facts and Key Legal Issues), as well as
any other documents submitted by the parties that are protected from disclosure
pursuant to the parties’ Intercarrier Roamer Service Agreement, dated as of May
16, 2006. Such materials may be submitted in this proceeding and initially
receive confidential treatment, subject to and pending any written challenge by a
party under Paragraph 13, and a ruling from the Commission on whether the
information should be withheld from public inspection or a sua sponte
determination pursuant to Paragraph 2. Confidential Information includes
additional copies of, and information derived from, Confidential Information.

d. Highly Confidential Information. “Highly Confidential Information” means
information that satisfies the requisites of Paragraph 1(c) above and which the
Submitting Party believes in good faith would materially impair its business if
disclosed to personnel employed by the Reviewing Party.

e. Counsel. “Counsel” means In-House Counsel and Outside Counsel of Record.

f. In-House Counsel. “In-House Counsel” means the attorney or attorneys
employed by a party to these proceedings or who are employed by an affiliated
entity and who are actively engaged in the conduct of this proceeding.

g. Outside Counse] of Record. “Outside Counsel of Record” means the firm(s) of
attorneys (including employees of those firms) representing a party in these
proceedings, provided that such attorney is not involved in competitive decision-
making activities of any competitor of a Submitting Party.




h. Outside Consultant. “Outside Consultant” means a consultant or expert
retained for the purpose of assisting Counsel in this proceeding, provided that
such consultant or expert is not involved in competitive decision-making activities
of any competitor of a Submitting Party.

1. Declaration. “Declaration” means Appendix A or Appendix B to this
Protective Order, as applicable.

j. Reviewing Party. “Reviewing Party” means a person or entity participating in
this proceeding that receives a Submitting Party’s Confidential Information or
Highly Confidential Information. The definition of “Reviewing Party” does not
include the Commission or Commission staff.

k. Submitting Party. “Submitting Party” means a person or entity that seeks
confidential treatment of Confidential Information or Highly Confidential
Information it has filed or produced in this proceeding, pursuant to this Protective
Order. For purposes of clarity, Verizon seeks confidential treatment of any
documents that are submitted in this proceeding which Verizon provided to
NTCH and which are protected from disclosure pursuant to the parties’
Intercarrier Roamer Service Agreement, dated as of May 16, 2006.

]. Pleading. “Pleading” shall mean any written submission filed with the
Commission in this proceeding.

2. Claim of Confidentiality. The Submitting Party may designate information as
“Confidential Information” or “Highly Confidential Information” consistent with the definitions
of those terms in Paragraph 1 of this Protective Order. The Commission may, after giving the
Submitting Party an opportunity to comment pursuant to 47 C.F.R. §§ 0.457, 0.459 & 0.461,
determine that all or part of the information claimed as “Confidential Information” or “Highly
Confidential Information” is not entitled to such treatment.

3. Procedures for Claiming Information is Confidential or Highly Confidential.
Confidential Information or Highly Confidential Information submitted to the Commission shall
be filed under seal and shall bear on the front page in bold print, “DO NOT RELEASE,” “NOT
FOR INCLUSION IN THE PUBLIC RECORD,” or such similar designation along with the
appropriate confidential designation under Paragraph 12(c). Such information shall be
segregated by the Submitting Party from all non-confidential information submitted to the
Commission. To the extent a document contains both Confidential Information and/or Highly
Confidential Information and non-confidential information, the Submitting Party shall designate
the specific portions of the document claimed to contain Confidential Information or Highly
Confidential Information and shall, where feasible, also submit a redacted version not containing
Confidential Information and/or Highly Confidential Information.

4. Storage of Information at the Commission. The Secretary of the Commission or other
Commission staff to whom Confidential Information or Highly Confidential Information is
submitted shall place such information in a non-public file. Such information shall be segregated
in the files of the Commission, and shall be withheld from inspection by any person not bound




by the terms of this Protective Order, unless such information is released from the restrictions of
this Order either through written agreement of the parties, or pursuant to the order of the
Commission or a court having jurisdiction.

5. Access to Confidential Information. Unless otherwise agreed by the Submitting Party
in writing, Confidential Information shall be made available only to Commission staff,
Commission consultants, Counsel to the Reviewing Party, and persons designated by the
Reviewing Party or Counsel to the Reviewing Party (including but not limited to Outside
Consultants).

Except as provided in this Paragraph 5 or Paragraph 8 below, before Counsel to a
Reviewing Party or such other person designated by the Reviewing Party may obtain access to
Confidential Information, Counsel, or such other designated person must execute the Declaration
attached as Appendix A. After Counsel to a Reviewing Party or such other person designated by
the Reviewing Party has executed the Declaration attached as Appendix A, a copy of the
executed Declaration shall be served on the Submitting Party and filed at the Commission in
accordance with Paragraph 10.

Consultants under contract to the Commission may obtain access to Confidential
Information or Highly Confidential Information only if they have signed, as part of their
employment contract, a non-disclosure agreement or if they execute the Declaration attached as
Appendix A or Appendix B, as appropriate. Such executed Declarations need not be served on
the Submitting Party or filed at the Commission

Each Submitting Party shall have an opportunity to object to the disclosure of
Confidential Information to any such persons identified in Declarations based on Appendix A
that are required to be served and filed. Any objection must be filed at the Commission and
served on Counsel representing, retaining or employing such person within two business days
after receiving a copy of that person’s Declaration. Until any such objection is resolved by the
Commission and, if appropriate, any court of competent jurisdiction prior to any disclosure, and
unless such objection is resolved in favor of the person seeking access, persons subject to an
objection from a Submitting Party shall not have access to Confidential Information. The
Submitting Party shall make such information available for review by those persons that have
executed a Declaration based on Appendix A and that are not the subject of an unresolved
objection. Notwithstanding anything in this Paragraph or in Paragraph 10, the Submitting Party
may agree in writing that any person that has executed a Declaration based on Appendix A is not
subject to the two business day waiting period and may obtain Confidential Material
immediately.

6. Disclosure of Confidential Information. Counsel to a Reviewing Party or such other
person designated pursuant to Paragraph 5 may disclose Confidential Information to other
Authorized Representatives to whom disclosure is permitted under the terms of Paragraph 7 of
this Protective Order only after advising such Authorized Representatives of the terms and
obligations of the Order. In addition, before Authorized Representatives may obtain access to
Confidential Information, each Authorized Representative must execute the Declaration attached
as Appendix A.




7. Authorized Representatives shall be limited to:

a. Counsel for the Reviewing Parties to this proceeding, including In-House
Counsel actively engaged in the conduct of this proceeding in accordance with
Paragraph 8, and their associated attorneys, paralegals, clerical staff and other
employees, to the extent reasonably necessary to render professional services in
this proceeding;

b. Specified persons, including employees of the Reviewing Parties, requested by
Counsel to furnish technical or other expert advice or service, or otherwise
engaged to prepare material for the express purpose of formulating filings in this
proceeding; or

c. Any person designated by the Commission in the public interest, upon such
terms as the Commission may deem proper.

8. Access to Highly Confidential Information. Unless otherwise agreed by the
Submitting Party in writing, Highly Confidential Information shall be made available only to
Commission staff, Commission consultants, Outside Counsel of Record to the Reviewing Party,
and Outside Consultants for the Reviewing Party in accordance with this Paragraph 8. Any
Commission consultants, Outside Counsel of Record to a Reviewing Party, or Outside
Consultants for a Reviewing Party who seek access to Highly Confidential Information must
execute the Declaration attached hereto as Appendix B. After Outside Counsel of Record to a
Reviewing Party, or an Outside Consultant for a Reviewing Party, has executed the Declaration
attached as Appendix B, a copy of the executed Declaration shall be served on the Submitting
Party and filed with the Commission in accordance with Paragraph 10.

Each Submitting Party shall have an opportunity to object to the disclosure of Highly
Confidential Information to any such persons identified in Declarations based on Appendix B
that are required to be served and filed. Any objection must be filed at the Commission and
served on Counsel representing, retaining or employing such person within two business days
after receiving a copy of that person’s Declaration. Until any such objection is resolved by the
Commission and, if appropriate, any court of competent jurisdiction prior to any disclosure, and
unless such objection is resolved in favor of the person seeking access, persons subject to an
objection from a Submitting Party shall not have access to Highly Confidential Information. The
Submitting Party shall make such information available for review by the Reviewing Party’s
Outside Counsel of Record and Outside Consultants that have executed a Declaration based on
Appendix B and that are not the subject of an unresolved objection.

Notwithstanding anything in this Paragraph or in Paragraph 10, the Submitting Party may
agree in writing that any person that has executed a Declaration based on Appendix B is not
subject to the two business day waiting period and may obtain Highly Confidential Material
immediately. Further, if a Reviewing Party believes that it is essential that Highly Confidential
Information be disclosed to persons other than Outside Counsel of Record for the Reviewing
Party or Outside Consultants for the Reviewing Party, Reviewing Party may file a request with
the Commission for permission to disclose Highly Confidential Information to such persons.



Such information shall not be disclosed to such persons until the Commission and, if appropriate,
any court of competent jurisdiction, has rules that such disclosure is authorized.

9. Copies of Confidential and Highly Confidential Information. Counsel, Authorized
Representatives, and Outside Consultants in this proceeding (including any subsequent
administrative or judicial review) may make additional copies of Confidential Information and
Highly Confidential Information, as applicable, but only to the extent required and solely for the
preparation and use in this proceeding. The original copy and all other copies of the Confidential
Information and Highly Confidential Information shall remain in the care and control of such
persons, shall be subject to all requirements and protections set forth herein, and shall be kept
properly secured at all times.

10. Filing of Declaration. The Reviewing Party shall file each executed Declaration with
the Enforcement Bureau, on behalf of the Commission, and serve it upon each Submitting Party
through its Outside Counsel of Record. The Reviewing Party shall serve each executed
Declaration so that the Declaration is received by each Submitting Party at least two business
days prior to such person’s reviewing or having access to such Submitting Party’s Confidential
Information or Highly Confidential Information, as applicable. Notwithstanding anything in this
Paragraph or in Paragraphs 5 and 8, the Submitting Party may agree in writing that any person
that has executed a Declaration based on Appendices A or B is not subject to the two business
day waiting period and may obtain Confidential Material or Highly Confidential Material
immediately.

11. Use of Confidential Information or Highly Confidential Information. Confidential
Information or Highly Confidential Information shall not be used by any person granted access
under this Protective Order for any purpose other than for use in this proceeding (including any
subsequent administrative or judicial review) unless otherwise ordered by the Commission or a
court of competent jurisdiction, shall not be used for competitive business purposes, and shall not
be used or disclosed except in accordance with this Order. This shall not preclude the use of any
material or information that is in the public domain or has been developed independently by any
other person who has not had access to the Confidential Information or Highly Confidential
Information nor otherwise learned of its contents.

12. Pleadings Using Confidential Information or Highly Confidential Information.
Submitting Parties and Reviewing Parties may, in any Pleadings that they file in this proceeding,
reference the Confidential Information or Highly Confidential Information, but only if they
comply with the following procedures:

a. Any portions of the Pleadings that contain or disclose Confidential Information
or Highly Confidential Information must be physically segregated from the
remainder of the Pleadings and filed under seal,;

b. The portions containing or disclosing Confidential Information or Highly
Confidential Information must be covered by a separate letter referencing this
Protective Order;



c. Each page of any Party’s filing that contains or discloses Confidential
Information or Highly Confidential Information subject to this Order must be
clearly marked as applicable with the following designations or such other similar
designations as to provide reasonable notice as to the contents of such materials:

“Confidential Information included pursuant to Protective Order, NTCH,
Inc. v. Cellco Partnership d/b/a Verizon Wireless, File No. EB-13-MD-
006;” and

“Highly Confidential Information included pursuant to Protective Order,
NTCH, Inc. v. Cellco Partnership d/b/a Verizon Wireless, File No. EB-13-
MD-006.”

d. Any portion of a Pleading that contains Confidential Information or Highly
Confidential Information, to the extent it is required to be served, shall be filed
with the Commission and served on Outside Counsel of Record for the Reviewing
Party. Such portions that contain Confidential Information or Highly Confidential
Information shall be filed under seal. They shall not be placed in the
Commission’s public file unless the Commission directs otherwise (with notice to
the Submitting Party and an opportunity to comment on such proposed
disclosure). A Submitting Party or a Reviewing Party filing a Pleading containing
Confidential Information or Highly Confidential Information shall also file
redacted copies of the Pleading as follows: '

(1) One original and one copy of the Pleading shall be filed with the the
Commission containing no Confidential Information or Highly
Confidential Information, which shall be placed in the Commission’s
public files. The public version of the Pleading shall bear on the front
page the legend “PUBLIC VERSION” and shall clearly indicate where
confidential material has been redacted from an individual page. If any
pages are removed in their entirety to prevent disclosure of confidential
information, the Submitting Party shall insert a placeholder that (a)
identifies each omitted document by its page, exhibit, or appendix number,
(b) includes a descriptive title for the omitted document, and (¢) contains
the words “CONFIDENTIAL MATERIALS OMITTED” below the
descriptive title. Following the effective date of the ECFS Order, the
public version of the Pleading shall not be filed with the Secretary of the
Commission but instead shall be filed electronically through the
Commission’s Electronic Comment Filing System.

(11) In cases where a Pleading contains Confidential Information, but not
Highly Confidential Information, one original and two copies of the
Pleading shall be filed with the Secretary of the Commission containing
such Confidential Information. This version of the Pleading shall not be
placed in the Commission’s public files but may be made available to
those persons authorized by this Order to review Confidential Information.
The confidential version of the Pleading shall state on the front page in



bold print, “DO NOT RELEASE,” “NOT FOR INCLUSION IN THE
PUBLIC RECORD,” and on each page containing Confidential
Information. In addition, the confidential version of the Pleading shall
identify any Confidential Information by including the legend “BEGIN
CONFIDENTIAL” and “END CONFIDENTIAL” at the beginning and
end of any such information.

(111) In cases where a Pleading contains both Confidential Information and
Highly Confidential Information, one original and two copies of the
Pleading shall be filed with the Secretary of the Commission containing
Confidential Information, but not Highly Confidential Information.
Further, one original and two copies of the Pleading shall be filed
containing both Confidential Information and Highly Confidential
Information. These versions of the Pleading shall not be placed in the
Commission’s public files but may be made available to those persons
authorized by this Order to review the information contained therein. The
confidential and highly confidential versions of the Pleading shall state on
the front pages in bold print, “DO NOT RELEASE,” “NOT FOR
INCLUSION IN THE PUBLIC RECORD,” and on each page containing
Confidential Information or Highly Confidential Information. In addition,
the confidential and highly confidential versions of the Pleading shall
identify any Confidential Information or Highly Confidential Information
by including the legend “BEGIN CONFIDENTIAL” and “END
CONFIDENTIAL” or “BEGIN HIGHLY CONFIDENTIAL” and “END
HIGHLY CONFIDENTIAL” as appropriate at the beginning and end of
any such information.

A Submitting Party or a Reviewing Party may provide courtesy copies of
Pleadings containing Confidential Information and/or Highly Confidential
Information to Commission staff so long as the notation required by subsection c.
of this paragraph is not removed.

13. Challenges to the Designation of Confidential or Highly Confidential Information.
To the extent a party disputes whether material designated pursuant to this Protective Order and
47 C.F.R. § 0.459 by a Submitting Party is Confidential or Highly Confidential Information as
defined in Paragraphs 1(c) and 1(d) above, the challenging party may file a motion with the
Commission to that effect pursuant to 47 C.F.R. §§ 1.727 and 1.731, and the Submitting Party
will then have five (5) business days to file a response. Until the motion is decided by the
Commission, the information at issue will be treated consistent with the manner in which it was
initially designated by the Submitting Party.

14. Violations of Protective Order. Should a Reviewing Party that has properly obtained
access to Confidential Information or Highly Confidential Information under this Protective
Order violate any of its terms, it shall immediately convey that fact to the Commission and to the
Submitting Party. Further, should such violation consist of improper disclosure or use of such
information, the violating party shall take all necessary steps to remedy the improper disclosure
or use. The violating party shall also immediately notify the Commission and the Submitting




Party, in writing, of the identity of each party known or reasonably suspected to have obtained
such information through any such disclosure. The Commission retains its full authority to
fashion appropriate sanctions for violations of this Protective Order, including but not limited to
suspension or disbarment of attorneys from practice before the Commission, forfeitures, cease
and desist orders, and denial of further access to Confidential Information or Highly Confidential
Information in this or any other Commission proceeding. Nothing in this Protective Order shall
limit any other rights and remedies available to the Submitting Party at law or equity against any
party using Confidential Information or Highly Confidential Information in a manner not
authorized by this Protective Order.

15. Termination of Proceeding. Unless otherwise ordered by the Commission or a court
of competent jurisdiction, within two weeks after final resolution of this proceeding (which
includes any administrative or judicial appeals), Reviewing Parties (including their Counsel,
Authorized Representatives, and Outside Consultants) shall destroy or return to the Submitting
Party all Confidential Information and Highly Confidential Information as well as all copies and
derivative materials made. The Reviewing Party shall certify in a writing served on the
Commission and the Submitting Party that no material whatsoever derived from such
information has been retained by any person having access thereto, except that Counsel to a
Reviewing Party may retain two copies of Pleadings submitted on behalf of the Reviewing Party
and other attorney work product. Any such information contained in any copies of Pleadings
retained by Counsel to a Reviewing Party or in materials that have not been destroyed pursuant
to this paragraph shall be protected from disclosure or use indefinitely in accordance with
Paragraphs 9 and 11 of this Protective Order unless such information is released from the
restrictions of this Order either through written agreement of the parties, or pursuant to the order
of the Commission or a court having jurisdiction.

16. No Waiver of Confidentiality. Disclosure of Confidential Information or Highly
Confidential Information as provided herein shall not be deemed a waiver by the Submitting
Party of any privilege or entitlement to confidential treatment of such information. Reviewing
Parties, by viewing these materials: (a) agree not to assert any such waiver; (b) agree not to use
information derived from any such materials to seek disclosure in any other proceeding; and (c)
agree that accidental disclosure of Confidential Information or Highly Confidential Information
shall not be deemed a waiver of any privilege.

17. Client Consultation. Nothing in this Protective Order shall prevent or otherwise
restrict Counsel from rendering advice to NTCH or Verizon, as applicable, relating to the
conduct of this proceeding and any subsequent judicial proceeding arising therefrom and, in the
course thereof, relying generally on examination of Confidential Information or Highly
Confidential Information; provided, however, that in rendering such advice and otherwise
communicating with such client(s), Counsel shall not disclose Confidential Information or
Highly Confidential Information to any person who is not authorized pursuant to this Protective
Order to receive such information.

18. Subpoena by Courts, Departments or Agencies. If a court, or a federal or state
department or agency issues a subpoena or orders production of Confidential Information or
Highly Confidential Information that a party has obtained under terms of this Protective Order,
such party shall promptly notify each Submitting Party of the pendency of such subpoena or




order. Consistent with the independent authority of any court, department or agency, such
notification must be accomplished such that the Submitting Party has a full opportunity to
oppose such production prior to the production or disclosure of any Confidential Information or
Highly Confidential Information.

19. Additional Rights Preserved. The entry of this Protective Order is without prejudice
to the rights of the Submitting Party to apply for additional or different protection where it is
deemed necessary or to the rights of the Reviewing Party to request further or renewed
disclosure of Confidential Information or Highly Confidential Information.

20. Effect of Protective Order. This Protective Order constitutes an Order of the
Commission and an agreement between the Reviewing Party, executing the attached Declaration,
and the Submitting Party.

This letter ruling is issued pursuant to Sections 4(i), 4(j) and 208 of the Communications
Act as amended, 47 U.S.C. §§ 154(1), 154(j) and 208, sections 0.457(d) and 1.720-1.736 of the
Commission’s rules, 47 C.F.R. §§ 0.457(d) and 1.720-1.736, and the authority delegated by
sections 0.111 and 0.311 of the Commission’s rules, 47 C.F.R. §§ 0.111 and 0.311.

FEDERAL COMMUNICATIONS COMMISSION

—= 7/,

Rosemary McEnery
Deputy Chief, Market Disputes
Enforcement Bureau
Rosemary.mcenery@fcc.gov

olution Division
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Appendix A to Protective Order

Before the
FEDERAL COMMUNICATIONS COMMISSION
Washington, D.C. 20554

In the Matter of )
)
NTCH, Inc. )
)
)
) EB Docket No. 14-212

Complainant, )  File No. EB-13-MD-006
)
V. )
)
Cellco Partnership d/b/a Verizon Wireless )
)
Defendant. )

DECLARATION
I, , hereby declare under penalty of perjury that I have read and

understand the Protective Order in this proceeding, and that I agree to be bound by its terms
pertaining to the treatment of Confidential Information submitted by parties to this proceeding. I
understand that the Confidential Information shall not be disclosed to anyone except in
accordance with the terms of the Protective Order and shall be used only for purposes of the
proceedings in this matter. I acknowledge that a violation of the Protective Order is a violation
of an order of the Federal Communications Commission. I acknowledge that this Protective
Order is also a binding agreement with the Submitting Party.

Without limiting the foregoing, to the extent that I have any employment, affiliation or
role with any person or entity other than a conventional private law firm (such as, but not limited
to, a lobbying or public interest organization), I acknowledge specifically that my access to any
information obtained as a result of the order is due solely to my capacity as Counsel or
consultant to a party or other person described in Paragraph 5 of the foregoing Protective Order,
as applicable, and that I will not use such information in any other capacity nor will I disclose
such information except as specifically provided in the Protective Order.

I acknowledge that it is my obligation to ensure that: (1) Confidential Information is
used only as provided in the Protective Order; and (2) documents containing Confidential
Information are not duplicated except as specifically permitted by the terms of Paragraph 9 of the
Protective Order, and I certify that I have verified that there are in place procedures, at my firm
or office, to prevent unauthorized disclosure of Confidential Information.



Capitalized terms used herein and not otherwise defined shall have the meanings ascribed
to them in the Protective Order.

Executed this _ day of , 2015.

(Signed)
(Printed name)
(Representing)
(Title)
(Employer)
(Address)
(Phone)




Appendix B to Protective Order

Before the
FEDERAL COMMUNICATIONS COMMISSION
Washington D.C. 20554

In the Matter of )
)
NTCH, Inc. )
)
) EB Docket No. 14-212
Complainant, )  File No. EB-13-MD-006
)
V. )
)
Cellco Partnership d/b/a Verizon Wireless )
)
Defendant. )
DECLARATION
I, , hereby declare under penalty of perjury that I have read and

understand the Protective Order in this proceeding, and that I agree to be bound by its terms
pertaining to the treatment of Highly Confidential Information submitted by parties to this
proceeding. I understand that the Highly Confidential Information shall not be disclosed to
anyone except in accordance with the terms of the Protective Order and shall be used only for
purposes of the proceedings in this matter. I acknowledge that a violation of the Protective
Order is a violation of an order of the Federal Communications Commission. I acknowledge that
this Protective Order is also a binding agreement with the Submitting Party.

Without limiting the foregoing, to the extent that I have any employment, affiliation or
role with any person or entity other than a conventional private law firm (such as, but not limited
to, a lobbying or public interest organization), I acknowledge specifically that my access to any
information obtained as a result of the order is due solely to my capacity as Outside Counsel of
Record or Outside Consultant to a party or other person described in Paragraph 8 of the
foregoing Protective Order, as applicable, and that I will not use such information in any other
capacity nor will I disclose such information except as specifically provided in the Protective
Order.

I acknowledge that it is my obligation to ensure that: (1) Highly Confidential
Information is used only as provided in the Protective Order; and (2) documents containing
Highly Confidential Information are not duplicated except as specifically permitted by the terms
of Paragraph 9 of the Protective Order, and I certify that I have verified that there are in place
procedures, at my firm or office, to prevent unauthorized disclosure of Highly Confidential
Information.

Capitalized terms used herein and not otherwise defined shall have the meanings ascribed



to them in the Protective Order.

Executed this _ day of , 2015.

(Signed)

(Printed name)
(Representing)
(Title)

(Employer)

(Address)

(Phone)




